
As with many scams, this one is based on the claim that the scammer is trying to 
protect the victim from fraud.

1. The potential victim receives a text that appears to be from their bank 
asking if they attempted a Zelle transaction. Regardless of how they answer, the 
individual next receives a phone call from the scammer, who spoofs the number so 
it shows up as coming from the target’s bank.

2. The victim will then receive a set of instructions that ultimately winds up 
compromising their bank account information. The 
scammers use the information to withdraw funds and 
make off with their ill-gotten gains. 
 
Source: Consumer Affairs 
 
We’re here to help! Please let us know if you have 
any questions or if you receive a phone call, text or 
email that raises your suspicions. Call 816-931-4060 
during business hours, or email us any time through our 
online contact form. We know you have many choices in 
banking – we are honored you choose us. 

 
 

 

 

Person to Person (P2P) 
Payment App Safety 

Payment scams involving Venmo, Zelle, PayPal, Cash App, and other P2P 
apps have recently skyrocketed. Educate yourself by learning how criminals 
typically take advantage of people: 

More fraud information 
from the FCC 

(Federal Communications Commission) 

Note: By clicking links within this document you are leaving the 
Country Club Bank website. 

www.countryclubbank.com | (816) 931-4060 

Member FDIC 

https://www.ccbfinancial.com/CountryClubBank/Contact/contact_us
https://www.fcc.gov/scammers-try-steal-all-your-credit
https://www.fcc.gov/more-consumers-adopt-payment-apps-scammers-follow
https://www.fcc.gov/more-consumers-adopt-payment-apps-scammers-follow

